 
CANDIDATE REFERENCE


	Solicitation Number: 537601561
	Title/Level: Network Security Analyst 1 

	Candidate Name:
	Category: Security



	Reference Name (Required):
	

	Title:
	

	Company Name (Required):
	

	
	

	Phone Number (Required include area code):
	

	E-mail Address: 
	

	Professional Relationship: 
	



	
	Peer
	
	Co-Worker
	
	Supervisor



	
	Customer
	
	End-User
	
	Subordinate



	Reference Name (Required):
	

	Title:
	

	Company Name (Required):
	

	
	

	Phone Number (Required include area code):
	

	E-mail Address: 
	

	Professional Relationship: 
	



	
	Peer
	
	Co-Worker
	
	Supervisor



	
	Customer
	
	End-User
	
	Subordinate



	Reference Name (Required):
	

	Title:
	

	Company Name (Required):
	

	
	

	Phone Number (Required include area code):
	

	E-mail Address: 
	

	Professional Relationship: 
	



	
	Peer
	
	Co-Worker
	
	Supervisor



	
	Customer
	
	End-User
	
	Subordinate



NOTE: ONLY INCLUDE THE INFORMATION REQUESTED ON THIS FORM. DO NOT INCLUDE ADDITIONAL INFORMATION.

 
CANDIDATE QUALIFICATIONS


	Solicitation Number: 537601561
	Title/Level: Network Security Analyst 1 

	Candidate Name:
	Category: Security




	Minimum Requirements: Candidates that do not meet or exceed the minimum stated requirements (skills/experience) will be displayed to customers but may not be chosen for this opportunity.

	Actual
Years
Experience
	Years
Experience
Needed
	Required/
Preferred
	Skills/Experience

	 
	3
	Required
	Evaluate and review existing DSHS Cybersecurity tools and controls to determine gaps, provide recommendations, and implement risk reduction plans for the DSHS organization.

	 
	3
	Required
	Design, prepare, and present supporting documentation such as project plans, status reports, briefings and presentations, and internal / external stakeholder communication materials for the DSHS organization.

	 
	3
	Required
	Use research, interviews, meetings, and workshops to understand the DSHS organization’s strategic objectives, processes, issues, challenges, and opportunities for improvement.

	 
	3
	Required
	Interacts extensively with DSHS internal or external stakeholders, including business partners and/or external DSHS parties to identify, analyze, and resolve complex problems or security gaps.

	 
	3
	Required
	Fulfill basic DSHS project management duties to ensure the successful completion of DSHS short-term engagements, to include creation of project charters, expectation / communications management, risk management, resource management for the DSHS org.

	 
	3
	Required
	Perform editing on DSHS documentation to include checks for format, clarity, and overall cohesiveness. Manage updates and revisions to technical literature for the DSHS organization. Provide progress reporting documents and briefing materials as required.

	 
	5
	Preferred
	Evaluate and review existing DSHS Cybersecurity tools and controls to determine gaps, provide recommendations, and implement risk reduction plans for the DSHS organization.

	 
	5
	Preferred
	Design, prepare, and present supporting documentation such as project plans, status reports, briefings and presentations, and internal / external stakeholder communication materials for the DSHS organization.

	 
	5
	Preferred
	Use research, interviews, meetings, and workshops to understand the DSHS organization’s strategic objectives, processes, issues, challenges, and opportunities for improvement.

	 
	5
	Preferred
	Interacts extensively with DSHS internal or external stakeholders, including business partners and/or external DSHS parties to identify, analyze, and resolve complex problems or security gaps.

	 
	5
	Preferred
	Fulfill basic DSHS project management duties to ensure the successful completion of DSHS short-term engagements, to include creation of project charters, expectation / communications management, risk management, resource management for the DSHS org.

	 
	5
	Preferred
	Perform editing on DSHS documentation to include checks for format, clarity, and overall cohesiveness. Manage updates and revisions to technical literature for the DSHS organization. Provide progress reporting documents and briefing materials as required


 
CANDIDATE ACKNOWLEDGEMENT


	RFO: 445 Solicitation Number: 537601561
	Title/Level: Network Security Analyst 1

	Candidate Name:
	Category: Security




	I hereby authorize Innosoul, Inc. dba Innosoul Information Technologies, Inc. to submit my resume in response to the temporary staffing Solicitation 537601561 for Texas Health and Human Services Commission.

I understand that submission of my resume by multiple vendors may result in my disqualification from this opportunity. Customers reserve the right to hire a candidate submitted by multiple vendors.


Worker signature:  _______________________________


Date:   _______________________



