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Skills

Please use this table to list the skills noted in the Required/Desired section of the requirement.  In addition, please respond with the years of experience for each skill and the last time each skill was used.  Add or delete rows as necessary.

	Skill
	Required
	years req
	Years Used
	Last Used

	Bachelor’s degree in information security, Cybersecurity, IT, or related field; or equivalent 1 year; State of GA experience Preference.
	Required
	
	
	

	Hands-on experience with Splunk, CrowdStrike Falcon, and Tenable Nessus/Tenable.sc.
	Required
	
	
	

	Strong understanding of CUI protection requirements and compliance frameworks (NIST, FISMA, IRS Pub 1075, CMS, SSA).
	Required
	
	
	

	Experience with incident response, vulnerability management, and risk assessments.
	Required
	1
	
	

	Strong analytical, documentation, and communication skills.
	Required
	1
	
	

	Professional certifications (e.g., CompTIA Security+, CySA+, CISSP, CISM, GIAC). (MUST UPLOAD CERTIFICATION)
	Highly desired
	
	
	

	Experience managing System Security Plans (SSPs) and supporting audit readiness.
	Highly desired
	
	
	

	Familiarity with cloud and endpoint security technologies.
	Highly desired
	
	
	

	Prior experience delivering security awareness training.
	Highly desired
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


<Candidate’s full name>

Employment History

<List candidate’s relevant employment history – copy paste all projects worked on – no other information >

Education

<List candidate’s education background>
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