**CAI Contact**

*Nicole Walker*

*PHONE:*

*EMAIL:*

<**Candidate Name**>

**Skills**

Please use this table to list the skills noted in the Required/Desired section of the requirement. In addition, please respond with the years of experience for each skill and the last time each skill was used. Add or delete rows as necessary.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Skill | Required/Desired | Years of Experience | Years Used | Last Used |
| Systems administrator experience | Required | 3 |  |  |
| Microsoft Azure | Required | 3 |  |  |
| Microsoft 365 | Required | 3 |  |  |
| Azure VM | Required | 3 |  |  |
| Nutanix | Required | 3 |  |  |
| Maintaining and patching Microsoft Windows VMs | Required | 3 |  |  |
| Assisting with implementing security measures and monitor access to protect data and ensure compliance with relevant regulations. | Required | 3 |  |  |
| Set up and maintain cloud servers, applications and services, resolving any issues that arise. | Required | 3 |  |  |
| Monitor and manage the efficient use of cloud resources, such as CPU, memory, and storage. | Required | 3 |  |  |
| Identify and mitigate potential threats, system vulnerabilities. | Required | 3 |  |  |
| Maintain acceptable configurations and identify deviations. | Required | 3 |  |  |
| Manage other special divisional projects and initiatives as assigned. | Required | 3 |  |  |
| Experience managing virtual machines including vulnerability and patch management. | Required | 3 |  |  |
| Provide timely detection, identification, and alerting of possible attacks. intrusions anomalous activities, and misuse activities. | Required | 3 |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |

Employment History